
 
 

Privacy Notice 

Table of Contents 

• Interpretation and Definitions 

• Consent 

• Personal Information We Collect About You 

• Analytics 

• Use of Your Personal Information 

• Sharing of Your Personal Information 

• Links to Third-Party Websites 

• Payments 

• Retention of Your Personal Information 

• Transfer of Your Personal Information 

• Security of Your Personal Information 

• Privacy Information for Individuals in the European Union (“EU”), the United Kingdom (“UK”), 
and Certain US States 

• Exercising Your Data Protection Rights 

• Changes to this Privacy Notice 
 

 

The National Pulmonary Embolism Response Team Consortium (the “PERT Consortium,” “we,” or “us” ) 
has created this Privacy Notice to apply to users and visitors of this website, and mobile applications and 
digital assets offered by us (collectively, our “Services”).  

 

This Privacy Notice describes the types of information we collect, how we use it, and your rights 
concerning your Personal Information (defined below).   

 

Interpretation and Definitions 

Interpretation 

The words of which the initial letter is capitalized have meanings defined under the following conditions. 
The following definitions shall have the same meaning regardless of whether they appear in singular or in 
plural. 

Definitions 

For the purposes of this Privacy Notice: 

• Account means a unique account created for you to access our Services or parts of our Services. 

• Affiliate means an entity that controls, is controlled by or is under common control with a party, 
where "control" means ownership of 50% or more of the shares, equity interest or other securities 
entitled to vote for election of directors or other managing authority. 

• Application refers to the PERT Consortium and/or one of its software programs. 
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• Cookies are small files that are placed on your computer, mobile device, or any other device by a 
website containing the details of your browsing history on that website among its many uses. 

• Data Controller is the legal person or entity that alone or jointly with others determines the 
purposes and means for processing Personal Information. For the purpose of the General Data 
Protection Regulation (“GDPR”), the PERT Consortium is the Data Controller. 

• Device means any device that can access the Services such as a computer, a cell phone, or a digital 
tablet. 

• Do Not Track (“DNT”) is a concept that has been promoted by US regulatory authorities, in 
particular the U.S. Federal Trade Commission (“FTC”), for the Internet industry to develop and 
implement a mechanism for allowing internet users to control the tracking of their online 
activities across websites. 

• Personal Information is any information  that identifies, relates to, describes, is reasonably 
capable of being associated with, or could reasonably be linked to you, directly or indirectly, as 
defined under applicable laws and regulations. Personal Information does not include information 
that is not covered by applicable privacy laws, including that which cannot be reasonably linked 
to you (e.g., de-identified or aggregated data) or publicly available information. 

• Services refer to the Application or the Website or both. 

• Service Provider means any natural or legal person who processes Personal Information on behalf 
of the PERT Consortium. It refers to third-party companies or individuals employed by the PERT 
Consortium to facilitate the Services, to provide the Services on its behalf, to perform functions 
related to the Services, or to assist the PERT Consortium in analyzing how the Services are used. 

• Usage Data refers to Personal Information collected automatically, either generated by the use 
of the Services or from the Services infrastructure (for example, the duration of a page visit). 

• Website refers to the PERT Consortium, accessible from https://pertconsortium.org/. 

 

CONSENT   
 
This Privacy Notice is integrated into our Terms & Conditions of Use (“Terms & Conditions”). By using our 
Services and providing us with Personal Information, you agree to the practices described in this Privacy 
Notice and to the updates posted here from time to time. If you withdraw consent, you agree that despite 
withdrawal, the PERT Consortium may continue to use your Personal Information previously provided to 
use to the extent that we are legally or contractually obligated to do so and to the extent necessary to 
enforce any contractual obligations you may have to us. You also understand that by withdrawing your 
consent, we may no longer be able to provide you with Services previously available with consent.  
 

If you consented to receiving email communications from us, you will continue to do so unless you 
unsubscribe. You may choose to opt out or unsubscribe from receiving future marketing email messages 
from us. Each marketing email sent from us contains a link with instructions on how to remove yourself 
from our email list.   
 

Personal Information We Collect About You 

https://url.avanan.click/v2/___https:/pertconsortium.org/___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OjE0YTI6YWZkMzgyODhjY2RmODRlMDAwNDE4MGMxN2E1ODc5MjdmM2M5NjQ1NzFhYTEzN2RjMDEyNmEyMTQ3NGZlODQyZTpwOlQ6Tg
https://pertconsortium.org/terms-conditions/
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Types of Data Collected 

1. Personal Information You Provide To Us 

While using our Services, we may ask you to provide us with certain Personal Information that can be used 
to contact or identify you.  

• Identifiers 
• First and last name, email address, name, gender, home, or work address, and telephone 

number 
• Background Information 

• Occupation 
• Nationality 
• Physical or mental health-related information 
• Military service record information 
• Hobbies or other background information 

• Other Persons’ Information 
• Emergency contact information of relatives or other Personal Information of people you 

know 
• Financial Information 

• Payment information, expiration dates, security codes, and other financial and tax 
documents and supporting documentation 

• Credentials/Account Log-In Information 
• Account username and log in credentials, including unique identifiers such as username 

and password 
• Comments and Opinions 

• Survey or content submissions 
• Reasons why you have selected or heard about our Services 
• When you contact us directly, by email, phone, mail, text, chat, when you post on 

message boards, blogs or complete an online form, we may record your comments and 
opinions 

• Marketing and Event Information 
• Participation and registration in events and seminars, opt-in marketing selection, and 

document or resource download references 
• Commercial Information 

• Products and Services purchased, transaction information and other data obtained or 
considered or other purchasing or consuming histories or tendencies 

• Sensitive Information 
• Such as age, gender, country, language preferences, religious or political views or 

membership, health-related data, criminal history 
• Job Applicant and Employee Information 

• Resume, occupation, work samples, benefits, competition requirements, educational 
history, certifications, protected classifications (e.g., age, race, color, ancestry, national 
origin, citizenship, religion or creed, marital status, medical condition, physical or mental 
disability, sex (including gender, gender identity, gender expression, pregnancy or 



 
 

 

   TheBeckageFirm.com 
   2 BECK FIRM 2 (223-253-4762) 
   Info@TheBeckageFirm.com 

 
4 of 14 

The Beckage Firm PLLC 
403 Main Street, Suite 413 

Buffalo, NY 14203 

 
 

childbirth and related medical conditions), sexual orientation, and veteran or military 
status) , or other information provided in applications for employment 

• This may also include information about your employing entity, business unit, manager 
and management reporting structure, job title, function and the nature of your duties and 
responsibilities, and non-publicly available education information 

• Communications 
• Preferences for communications and Services, chats, posts, or interactions and 

communications with us or our third-party providers 
• Preferences 

• Information derived from other Personal Information about you, which could include your 
preferences, interests, and other information used to personalize your experience 

• Preferences set for notifications, marketing communications and how our Website is 
displayed 

• Consent 
• Additional information as otherwise described to you at the point of collection or 

pursuant to your consent 
• Other 

• Any other information you choose to directly provide to us in connection with your use 
of the Services 

You are responsible for ensuring the accuracy of the Personal Information you submit to us. Submitting 
inaccurate Personal Information or failing to maintain the accuracy of Personal Information that changes 
(for example, a change of email address) may disrupt your ability to use our Services, may affect the 
information you receive from us, and may impact our ability to contact you. You can update your Personal 
Information at any time by  Contacting Us.  

2. Personal Information We Automatically Collect 
Our Services may automatically collect certain Personal Information. We may collect Personal Information 
automatically through your use of our Services, including the Website, such as through the use of cookies, 
or through security monitoring and recording at our offices and facilities, on phone calls, and through 
third parties. We use this information to help us design our Services to better suit our users’ needs and 
for other business purposes as described in this Privacy Notice.  
 
Usage Data 

Usage Data may include information such as your Device's Internet Protocol address (“IP address”), 
browser type, browser version, the pages of our Services that you visit, the time and date of your visit, 
the time spent on those pages, unique device identifiers and other diagnostic data. 

When you access the Services by or through a mobile device, we may collect certain information 
automatically, including, but not limited to, the type of mobile device you use, your mobile device unique 
ID, the IP address of your mobile device, your mobile operating system, the type of mobile Internet 
browser you use, unique device identifiers and other diagnostic data. 

We may also collect information that your browser sends whenever you visit our Services or when you 
access the Services by or through a mobile device. 

https://pertconsortium.org/contact/
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Tracking Technologies and Cookies 

We use Cookies and similar tracking technologies to track the activity on the Services and store certain 
information. Tracking technologies used are beacons, tags, and scripts to collect and track information 
and to improve and analyze our Services. The technologies we use may include: 

• Cookies or Browser Cookies. A Cookie is a small file placed on your Device. You can instruct your 
browser to refuse all Cookies or to indicate when a Cookie is being sent. However, if you do not 
accept Cookies, you may not be able to use some parts of our Services. Unless you have adjusted 
your browser setting so that it will refuse Cookies, our Services may use Cookies. 

• Web Beacons. Certain sections of our Services and our emails may contain small electronic files 
known as web beacons (also referred to as clear gifs, pixel tags, and single-pixel gifs) that permit 
us, for example, to count users who have visited those pages or opened an email and for other 
related Website statistics (for example, recording the popularity of a certain section and verifying 
system and server integrity). 

Cookies can be "Persistent" or "Session" Cookies. Persistent Cookies remain on your personal computer 
or mobile device when you go offline, while Session Cookies are deleted as soon as you close your web 
browser. You can learn more about cookies on the TermsFeed website. 

 

We use both Session and Persistent Cookies for the purposes set out below: 

• Necessary / Essential Cookies 

Type: Session Cookies 

Administered by: Us 

Purpose: These Cookies are essential to provide you with Services available through the Website and to 
enable you to use some of its features. They help to authenticate users and prevent fraudulent use of user 
accounts. Without these Cookies, the Services  cannot be provided. We only use these Cookies to provide 
you with those Services. 

• Cookies Policy / Notice Acceptance Cookies 

Type: Persistent Cookies 

Administered by: Us 

Purpose: These Cookies identify if users have accepted the use of Cookies on the Website. 

• Functionality Cookies 

Type: Persistent Cookies 

Administered by: Us 

Purpose: These Cookies allow us to remember choices you make when you use the Website, such as 
remembering your login details or language preference. The purpose of these Cookies is to provide you 
with a more personal experience and to avoid you having to re-enter your preferences every time you use 
the Website. 

• Tracking and Performance Cookies 

Type: Persistent Cookies 

Administered by: Third-Parties 

https://url.avanan.click/v2/___https:/www.termsfeed.com/blog/cookies/___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OmI2ZDM6OGExOWUwZGQ1NmM5NDk0MTNiZTJjOTNhNDY1YzI3OWFhYzgzMTFmNDkyYzAwZmNmMDU5ZWVjNWQ0ZmY5M2RmNTpwOlQ6Tg#What_Are_Cookies
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Purpose: These Cookies are used to track information about traffic to the Website and how users use the 
Website. The information gathered via these Cookies may directly or indirectly identify you as an 
individual visitor. This is because the information collected is typically linked to a pseudonymous identifier 
associated with the device you use to access the Website. We may also use these Cookies to test new 
pages, features or new functionality of the Website to see how our users react to them. 

For more information about the Cookies we use and your choices regarding Cookies, please visit our 
Cookies Policy. 

3. Personal Information We Receive From Third Parties 

We may collect additional Personal Information about you from our affiliates, partners, or vendors, third-
party websites, social media platforms, such as, but not limited, to Facebook, Twitter, Instagram, or 
LinkedIn (“Social Media Platforms”), and/or sources providing publicly-available information (e.g., from 
the U.S. Postal Service) to help us provide the Services to you, confirm, enhance, or supplement our 
existing information about you (e.g., with your consent, background checks for credit and criminal 
history), help prevent fraud, maintain security, and for marketing, advertising and other business 
purposes. 
 
Personal Information we may access about you, with your consent, may include, but is not limited to, your 
basic Social Media Platform information, your location data, your list of contacts, friends, and followers 
and certain information about your activities on the Social Media Platform. This information is used by 
the PERT Consortium for the operation of our Services, to maintain quality of the Services, and to provide 
general statistics regarding the use of the PERT Consortium’s Services. Please keep in mind that when you 
provide Personal Information through our public message boards or on a third-party websites or platforms 
(for example, via our applications), the information you provide may be separately collected by the third-
party website or the social media platform. Note: the PERT Consortium does not read any of your private 
online communications. 

We may also collect Personal Information to perform our Services, which may entail receiving Personal 

Information from third-party websites. 

The Personal Information we collect is covered by this Privacy Notice, and the information the third-party 
website or Social Media Platform collects is subject to the third-party website or platform’s privacy 
practices. We encourage you to review the privacy statements of websites you choose to link to from the 
PERT Consortium so that you can understand how those websites collect, use, and share your Personal 
Information. 

 

The PERT Consortium is not responsible for the privacy statements or other content on websites outside 
of the PERT Consortium Services. You are responsible for reading those privacy notices on third-party 
websites. 

 

The Service Providers we use may have access to your Personal Information. These third-party vendors 
collect, store, use, process, and transfer information about your activity on our Services in accordance 
with their own privacy notices and practices. 
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Analytics 

We may use Service Providers to monitor and analyze the use of our Services. 

• Google Analytics 

Google Analytics is a web analytics service offered by Google that tracks and reports website traffic. 
Google uses the data collected to track and monitor the use of our Services. This data is shared with other 
Google services. Google may use the collected data to contextualize and personalize the ads of its own 
advertising network. 

 

You can opt-out of having made your activity on the Services available to Google Analytics by installing 
the Google Analytics opt-out browser add-on. The add-on prevents the Google Analytics JavaScript (ga.js, 
analytics.js and dc.js) from sharing information with Google Analytics about visits activity. 

You may opt-out of certain Google Analytics features through your mobile device settings, such as your 
device advertising settings or by following the instructions provided by Google in their Privacy 
Policy: https://policies.google.com/privacy 

 

For more information on the privacy practices of Google, please visit the Google Privacy & Terms web 
page: https://policies.google.com/privacy 

 

Use of Your Personal Information 

We may use your Personal Information for the following purposes: 

• To provide and maintain our Services: including to monitor the usage of our Services and 
generally operate our business. 

• To manage your Account: to manage your registration as a user of the Services. The Personal 
Information you provide can give you access to different functionalities of the Services that are 
available to you as a registered user. 

• For the performance of a contract: the development, compliance and undertaking of the 
purchase contract for the products, items or services you have purchased or of any other contract 
with us through the Services. 

• To contact you: for example, by email, telephone calls, SMS, or other equivalent forms of 
electronic communication, such as a mobile application's push notifications regarding updates or 
informative communications related to the functionalities, products, or contracted services, 
including security updates, when necessary or reasonable for their implementation. 

• To provide you with information: such as news, special offers, surveys, and general information 
about other goods, services, and events which we offer that are similar to those that you have 
already purchased or inquired about unless you have opted not to receive such information. 

• To manage your requests: to respond to and manage your requests to us, including providing you 
with requested information and other communications by email, text, or chats, including 
customer support services. 

• To comply with our Terms & Conditions: access these here. 

https://url.avanan.click/v2/___https:/policies.google.com/privacy___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OjZiZWY6MzE2N2NiMzZkZTBmYThlMzA5MDlkMDZhZThkNjFjOGIxYjVlYjk3MGY3NzAxMzQwZjEyM2FlN2VhODMzZjgwNjpwOlQ6Tg
https://url.avanan.click/v2/___https:/policies.google.com/privacy___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OjZiZWY6MzE2N2NiMzZkZTBmYThlMzA5MDlkMDZhZThkNjFjOGIxYjVlYjk3MGY3NzAxMzQwZjEyM2FlN2VhODMzZjgwNjpwOlQ6Tg
https://pertconsortium.org/terms-conditions/


 
 

 

   TheBeckageFirm.com 
   2 BECK FIRM 2 (223-253-4762) 
   Info@TheBeckageFirm.com 

 
8 of 14 

The Beckage Firm PLLC 
403 Main Street, Suite 413 

Buffalo, NY 14203 

 
 

• To assess your application for employment: for our internal hiring processes. 

• For business transfers: we may use your information to evaluate or conduct a merger, divestiture, 
restructuring, reorganization, dissolution, or other sale or transfer of some or all of our assets, 
whether as a going concern or as part of bankruptcy, liquidation, or similar proceeding, in which 
Personal Information held by us about users of our Services is among the assets transferred. 

• For other purposes: we may use your Personal Information for other purposes, such as data 
analysis, identifying usage trends, determining the effectiveness of our promotional campaigns, 
and to evaluate and improve our Services, products, services, marketing, and your experience. 

 

Sharing of Your Personal Information 

The PERT Consortium does not sell or share your Personal Information to third parties for monetary or 
other valuable consideration as defined under the California Consumer Privacy Act. However, we may 
share your Personal Information as set forth in this Privacy Notice and in the following circumstances: 

• With Third-Party Service Providers. We may share your Personal Information with Service 
Providers, such as to monitor and analyze the use of our Services, for payment processing, and to 
contact you. 

• For Business Transfers. We may share or transfer your Personal Information in connection with, 
or during negotiations of, any merger, sale of our assets, financing, or acquisition of all or a portion 
of our business to another company. 

• With Affiliates. We may share your Personal Information with our affiliates, in which case we will 
require those affiliates to honor this Privacy Notice. Affiliates include our parent company and 
any other subsidiaries, joint venture partners, or other companies that we control or that are 
under common control with us. 

• With Business Partners. We may share your Personal Information with our business partners to 
offer you certain products, services, or promotions. 

• With Other Users. When you share Personal Information or otherwise interact in the public areas 
with other users, such information may be viewed by all users and may be publicly distributed 
outside. 

• To Comply With a Legal Obligation. 

• Disclosure of Personal Information for Legal and Administrative Reasons. We may disclose your 
Personal Information without notice: (i) when required by law or to comply with a court order, 
subpoena, search warrant, or other legal process; (ii) to cooperate or undertake an internal or 
external investigation or audit; (iii) to comply with legal, regulatory or administrative 
requirements of governmental authorities (including, without limitation, requests from the 
governmental agency authorities to view your Personal Information); (iv) to protect and defend 
the rights, property or safety of us, our subsidiaries, affiliates, and any of their officers, directors, 
employees, attorneys, agents, contractors and partners, and the website Service users; (v) to 
enforce or apply our Terms & Conditions; and (vi) to verify the identity of the user of our Services. 

• Safety and Security. We may share your Personal Information to protect the safety and security 
of our users and customers, to investigate and/or prevent fraud, abuse, or unauthorized activities, 
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to protect the rights of property of us, third parties, you, or others, including enforcing the terms 
of our agreements. 

• Lawful Purpose. For other purposes permitted by law. 
• With Your Consent. We may disclose your Personal Information for any other purpose with your 

consent. 
 

Links to Third-Party Websites 

The PERT Consortium may occasionally provide links to sites operated by outside parties (“third-party 
websites”) that we believe may be of interest to you. Such links do not constitute an endorsement by us 
of those other websites, the content displayed on them, or the persons or entities the websites are 
associated with. We do not disclose your Personal Information to these third-party websites without 
obtaining your consent. In addition, from our Services you may be able to interact with Social Media 
Platforms, for example, by “liking” us on Facebook. If you choose to click on a link to one of these third-
party websites or choose to interact with or through a Social Media Platform, your activities are not 
governed by this Privacy Notice and will be governed by the privacy notice on that third-party website or 
Social Media Platform. This Privacy Notice only applies to Personal Information collected by us. Please 
review their privacy notices and terms of service before disclosing any Personal Information to determine 
their respective privacy practices. The PERT Consortium does not review, does not endorse, and is not 
responsible for the privacy practices of these third-party websites and Social Media Platforms. 

• We may maintain a page on Social Media Platforms. Those pages and your interaction with them 
are governed by the privacy notices of those individual Social Media Platforms, and not our 
Privacy Notice. As with other third-party websites, we do not endorse and are not responsible for 
the privacy practices of these forums, although we may have a presence on them. 

• We are not responsible for the privacy and security practices of those other websites or Social 
Media Platforms or the information they may collect (which may include IP address). You should 
refer to such third parties' privacy notices on their websites to determine their respective privacy 
practices. 

 

Payments 

We may provide paid products and/or services within our Services. In that case, we may use third-party 
services for payment processing (e.g., payment processors). We will not store or collect your payment 
card details. That information is provided directly to our third-party payment processors whose use of 
your Personal Information is governed by their privacy notice. These payment processors adhere to the 
standards set by PCI-DSS as managed by the PCI Security Standards Council, which is a joint effort of 
brands like Visa, Mastercard, American Express, and Discover. PCI-DSS requirements help ensure the 
secure handling of payment information. 

• Apple Store In-App Payments 

Their Privacy Policy can be viewed at https://www.apple.com/legal/privacy/en-ww/ 

• Google Play In-App Payments 

https://url.avanan.click/v2/___https:/www.apple.com/legal/privacy/en-ww/___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OmU0MzI6MDJmNjViZWRiZWNhY2NjNzRjOWExN2QwZGZjMTcyMWJkZjgxMzg4MjRlZWU1ZTdhZDU1N2ZhMTA2NmUwYjc1YjpwOlQ6Tg
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Their Privacy Policy can be viewed at https://www.google.com/policies/privacy/ 

• WePay 

Their Privacy Policy can be viewed at https://go.wepay.com/privacy-policy 

• PayPal 

Their Privacy Policy can be viewed at https://www.paypal.com/webapps/mpp/ua/privacy-full 

 

Retention of Your Personal Information 

We will retain Your Personal Information only for as long as is necessary for the purposes set out in this 
Privacy Notice. We will retain and use your Personal Information to the extent necessary to comply with 
our legal obligations (for example, if we are required to retain your data to comply with applicable laws), 
resolve disputes, and enforce our legal agreements and policies. 

We will also retain Usage Data for internal analysis purposes. Usage Data is generally retained for a shorter 
period of time, except when this data is used to strengthen the security or to improve the functionality of 
our Services, or we are legally obligated to retain this data for longer time periods. We are under no 
obligation to store Personal Information indefinitely. We disclaim any liability arising out of, or related to, 
the disposal of your Personal Information. 

 

Transfer of Your Personal Information 

Your Personal Information is processed at the PERT Consortium’s operating offices and in any other places 
where the parties involved in the processing are located.  Your Personal Information may be transferred 
to — and maintained on — computers located outside of your state, province, country, or other 
governmental jurisdiction where  data protection laws may differ from those where you live. 

 

If your Personal Information is transferred outside of the US, we will take steps reasonably necessary to 
try to ensure that your data is treated securely and in accordance with this Privacy Notice. Your Personal 
Information will not be transferred to an organization or country unless there are adequate security 
controls in place. 

 

Security of Your Personal Information 

No method of transmission over the Internet or method of electronic storage is 100% secure. We use 
commercially reasonable means to protect your Personal Information, but we cannot guarantee its 
absolute security. Therefore, although we believe the measures implemented by us reduce the likelihood 
of security problems to a level appropriate to the type of data involved, we do not promise or guarantee, 
nor should you expect, that your information or private communications will always remain private or 
secure. We do not guarantee that your Personal Information will not be misused by third parties. We are 
not responsible for the circumvention of any privacy settings or security features. You agree that we will 
not have any liability for misuse, access, acquisition, deletion, or disclosure of your Personal Information.  
 

It is your responsibility to maintain the confidentiality of your log-in credentials and unique identifiers 
used to access the Services. You are responsible for ensuring the accuracy of the Personal Information 

https://url.avanan.click/v2/___https:/www.google.com/policies/privacy/___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OjVhYTg6ODFlNzU1ZTFiYjU1MDI2MjczZmVhNGE3ZjU5YTU5YjI0OTQyNDlkYjBkOWVmNGJkNmQ2NjQyMmE1YTY1YTg2YTpwOlQ6Tg
https://url.avanan.click/v2/___https:/go.wepay.com/privacy-policy___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OjM2ODM6Y2YxODUyY2UxMWI0NGIyM2QxNzRmOWQxMjQ1NmQyNmEwNDFmODQ1MTQzYzM1M2Q4MzgyYzU0MmFhNzZkOWE0OTpwOlQ6Tg
https://url.avanan.click/v2/___https:/www.paypal.com/webapps/mpp/ua/privacy-full___.YXAzOnBlcnRjb25zb3J0aXVtOmE6bzoxZmQ3MDI1ZjM1ZWVhNGM5Njc0OWUzZmQyNDQyNzZkOTo2OjgwNjI6Yjg2MjRjNTYxOWVjNDk3YjIwM2E1Y2I0ZTI5ZjFlM2FkODMyYjY1ZmVjY2NkM2QwMmU1ZmM1OTkzNjdkNGU0NDpwOlQ6Tg
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you submit to the PERT Consortium. Submitting inaccurate Personal Information or failing to maintain the 
accuracy of Personal Information that changes (for example, a change of email address) may disrupt your 
ability to use our Services, may affect the Services you receive from us, and may impact our ability to 
contact you. 

 

If you believe that your Personal Information has been accessed or acquired by an unauthorized person, 
promptly Contact Us so necessary measures can quickly be taken. 

 

Privacy Information for Individuals in the European Union (“EU”), the United Kingdom (“UK”), and 
Certain US States 

Legal Basis for Processing Personal Information under the GDPR 

We may process Personal Information under the following conditions: 

• Consent: You have given your consent for processing Personal Information for one or more 
specific purposes. 

• Performance of a contract: Provision of Personal Information is necessary for the performance of 
an agreement with you and/or for any pre-contractual obligations thereof. 

• Legal obligations: Processing Personal Information is necessary for compliance with a legal 
obligation to which the PERT Consortium is subject. 

• Vital interests: Processing Personal Information is necessary in order to protect your vital 
interests or of another natural person. 

• Public interests: Processing Personal Information is related to a task that is carried out in the 
public interest or in the exercise of official authority vested in the PERT Consortium. 

• Legitimate interests: Processing Personal Information is necessary for the purposes of the 
legitimate interests pursued by the PERT Consortium. 

 

Your Rights under the GDPR and Certain US States 

If you reside in a US state that has a data protection law in effect, or if you live in the EU or the UK, you 
have the following rights: 

• Request access to your Personal Information. The right to access and receive a copy of the 
Personal Information we hold about you. 

• Request correction of the Personal Information that we hold about you. You have the right to 
have any incomplete or inaccurate information we hold about you corrected. 

• Object to processing of your Personal Information. This right exists where we are relying on a 
legitimate interest as the legal basis for your processing and there is something about your 
particular situation, which makes you want to object to our processing of your Personal 
Information on this ground. You also have the right to object where we are processing your 
Personal Information for direct marketing purposes. 

• Request erasure of your Personal Information. You have the right to ask us to delete or remove 
Personal Information when there is no valid basis for us to continue processing it. 

https://pertconsortium.org/
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• Request the transfer of your Personal Information. We will provide to you, or to a third-party 
you have chosen, your Personal Information in a structured, commonly used, machine-readable 
format.  

• Withdraw your consent. You have the right to withdraw your consent on using your Personal 
Information. If you withdraw your consent, we may not be able to provide you with access to 
certain specific functionalities of the Services. 

• Right to non-discrimination: The right not to receive discriminatory treatment for exercising your 
privacy rights.  

• Right to limit the use of Sensitive Personal Information: Applies only to California consumers; 
“Sensitive Personal Information” includes, but is not limited to, information such as financial 
account information, credit card numbers, health information, precise geolocation, racial or 
ethnic origin, citizenship, or immigration status. 

 

Exercising Your Data Protection Rights 

You may exercise your rights of access, rectification, cancellation, and opposition by Contacting Us. 
Please note that we may ask you to verify your identity before responding to such requests.  

 

If you are an EU or UK resident, you have the right to lodge a complaint to a Data Protection Supervisory 
Authority about our collection and use of your Personal Information. 

 

As required under applicable law, please note that we will take steps to verify your identity before granting 
you access to information or acting on your request to exercise your rights. We may require you to provide 
your email address to verify your identity in response to exercising requests of the above type. You will, 
therefore, need access to your email account to receive our communications necessary to process your 
request. Please make sure to check your spam inbox to ensure these important communications are not 
missed. We may limit our response to your exercise of the above rights as permitted under applicable law.  

 

Designated Agent. You may designate an agent to make a request on your behalf. That agent must have 
access to your account in order for us to verify the request. You may make such a designation by providing 
the agent with written permission to act on your behalf. We will require the agent to provide proof of that 
written permission. As permitted by law, we may require you to verify your own identity in response to a 
request, even if you choose to use an agent.  

 

Please note that we reserve the right to not delete your Personal Information if it is necessary to:  

• complete the transaction for which the Personal Information was collected;  

• provide Services requested by you, or reasonably anticipated within the context of our ongoing 
business relationship with you, or otherwise perform a contract between you and us;  

• detect security incidents, protect against malicious, deceptive activity, and take all necessary 
and appropriate steps to mitigate current and future risk;  

• debug and repair internal information technology as necessary;  

https://pertconsortium.org/contact/
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• undertake internal research for technological development and demonstration;  

• exercise free speech, ensure the right of another consumer to exercise his or her right of free 
speech, or exercise another right provided for by law;  

• engage in public or peer-reviewed scientific, historical, or statistical research in the public 
interest that adheres to all other applicable ethics and privacy laws, when our deletion of the 
information is likely to render impossible or seriously impair the achievement of such research, provided 
we have obtained your informed consent;  

• enable solely internal uses that are reasonably aligned with your expectations based on your 
relationship with us;  

• comply with an existing legal obligation; or  

• otherwise use your Personal Information, internally, in a lawful manner that is compatible with 
the context in which you provided it. 

 

"Do Not Track" Policy as Required by California Online Privacy Protection Act (“CalOPPA”) 

Our Services do not respond to Do Not Track (“DNT”) signals. 

However, some third party websites do keep track of your browsing activities. If you are visiting such 
websites, you can set your preferences in your web browser to inform websites that you do not want to 
be tracked. You can enable or disable DNT by visiting the preferences or settings page of your web 
browser. 

 

Children's Privacy 

Our Services are not intended for anyone under the age of sixteen (16). We do not knowingly collect 
Personal Information from anyone under the age of sixteen (16). If you are a parent or guardian and you 
are aware that your child under age sixteen (16) has provided us with Personal Information, please 
Contact Us. If we become aware that we have collected Personal Information from anyone under the 
age of sixteen (16) without verification of parental consent, we take steps to remove that information 
from our servers. 

 

Links to Other Websites 

Our Services may contain links to other websites that are not operated by us. If you click on a third party 
link, you will be directed to that third party's site. We strongly advise you to review the privacy practices 
of every site you visit. 

We have no control over and assume no responsibility for the content, privacy policies, or practices of any 
third party sites or services. 

 

Changes to this Privacy Notice 

We may update this Privacy Notice from time to time.  When the Notice is updated, we will revise the 
date at the end of this page. 

You are advised to review this Privacy Notice periodically for any changes, which are effective when 
posted. 

https://pertconsortium.org/contact/
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Contact Us 

If you have any questions about this Privacy Notice, please Contact Us: 

By email:  admin@pertconsortium.org 

By mail:  151 Amherst Street 

Nashua, NH 03064   

Phone:  617-872-7338 

 

 

Last updated: December 10, 2024 

https://pertconsortium.org/contact/
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	The National Pulmonary Embolism Response Team Consortium (the “PERT Consortium,” “we,” or “us” ) has created this Privacy Notice to apply to users and visitors of this website, and mobile applications and digital assets offered by us (collectively, ou...
	This Privacy Notice describes the types of information we collect, how we use it, and your rights concerning your Personal Information (defined below).
	Interpretation and Definitions
	Interpretation
	The words of which the initial letter is capitalized have meanings defined under the following conditions. The following definitions shall have the same meaning regardless of whether they appear in singular or in plural.
	Definitions
	For the purposes of this Privacy Notice:
	• Account means a unique account created for you to access our Services or parts of our Services.
	• Affiliate means an entity that controls, is controlled by or is under common control with a party, where "control" means ownership of 50% or more of the shares, equity interest or other securities entitled to vote for election of directors or other ...
	• Application refers to the PERT Consortium and/or one of its software programs.
	•
	• Cookies are small files that are placed on your computer, mobile device, or any other device by a website containing the details of your browsing history on that website among its many uses.
	• Data Controller is the legal person or entity that alone or jointly with others determines the purposes and means for processing Personal Information. For the purpose of the General Data Protection Regulation (“GDPR”), the PERT Consortium is the Dat...
	• Device means any device that can access the Services such as a computer, a cell phone, or a digital tablet.
	• Do Not Track (“DNT”) is a concept that has been promoted by US regulatory authorities, in particular the U.S. Federal Trade Commission (“FTC”), for the Internet industry to develop and implement a mechanism for allowing internet users to control the...
	• Personal Information is any information  that identifies, relates to, describes, is reasonably capable of being associated with, or could reasonably be linked to you, directly or indirectly, as defined under applicable laws and regulations. Personal...
	•
	• Services refer to the Application or the Website or both.
	• Service Provider means any natural or legal person who processes Personal Information on behalf of the PERT Consortium. It refers to third-party companies or individuals employed by the PERT Consortium to facilitate the Services, to provide the Serv...
	• Usage Data refers to Personal Information collected automatically, either generated by the use of the Services or from the Services infrastructure (for example, the duration of a page visit).
	• Website refers to the PERT Consortium, accessible from https://pertconsortium.org/.
	Personal Information We Collect About You
	Types of Data Collected
	1. Personal Information You Provide To Us
	While using our Services, we may ask you to provide us with certain Personal Information that can be used to contact or identify you.
	2. Personal Information We Automatically Collect
	Usage Data
	Usage Data may include information such as your Device's Internet Protocol address (“IP address”), browser type, browser version, the pages of our Services that you visit, the time and date of your visit, the time spent on those pages, unique device i...
	When you access the Services by or through a mobile device, we may collect certain information automatically, including, but not limited to, the type of mobile device you use, your mobile device unique ID, the IP address of your mobile device, your mo...
	We may also collect information that your browser sends whenever you visit our Services or when you access the Services by or through a mobile device.
	Tracking Technologies and Cookies
	We use Cookies and similar tracking technologies to track the activity on the Services and store certain information. Tracking technologies used are beacons, tags, and scripts to collect and track information and to improve and analyze our Services. T...
	• Cookies or Browser Cookies. A Cookie is a small file placed on your Device. You can instruct your browser to refuse all Cookies or to indicate when a Cookie is being sent. However, if you do not accept Cookies, you may not be able to use some parts ...
	• Web Beacons. Certain sections of our Services and our emails may contain small electronic files known as web beacons (also referred to as clear gifs, pixel tags, and single-pixel gifs) that permit us, for example, to count users who have visited tho...
	Cookies can be "Persistent" or "Session" Cookies. Persistent Cookies remain on your personal computer or mobile device when you go offline, while Session Cookies are deleted as soon as you close your web browser. You can learn more about cookies on th...
	We use both Session and Persistent Cookies for the purposes set out below:
	• Necessary / Essential Cookies
	Type: Session Cookies
	Administered by: Us
	Purpose: These Cookies are essential to provide you with Services available through the Website and to enable you to use some of its features. They help to authenticate users and prevent fraudulent use of user accounts. Without these Cookies, the Serv...
	• Cookies Policy / Notice Acceptance Cookies
	Type: Persistent Cookies
	Administered by: Us
	Purpose: These Cookies identify if users have accepted the use of Cookies on the Website.
	• Functionality Cookies
	Type: Persistent Cookies
	Administered by: Us
	Purpose: These Cookies allow us to remember choices you make when you use the Website, such as remembering your login details or language preference. The purpose of these Cookies is to provide you with a more personal experience and to avoid you havin...
	• Tracking and Performance Cookies
	Type: Persistent Cookies
	Administered by: Third-Parties
	Purpose: These Cookies are used to track information about traffic to the Website and how users use the Website. The information gathered via these Cookies may directly or indirectly identify you as an individual visitor. This is because the informati...
	For more information about the Cookies we use and your choices regarding Cookies, please visit our Cookies Policy  .
	3. Personal Information We Receive From Third Parties
	Personal Information we may access about you, with your consent, may include, but is not limited to, your basic Social Media Platform information, your location data, your list of contacts, friends, and followers and certain information about your act...
	The Personal Information we collect is covered by this Privacy Notice, and the information the third-party website or Social Media Platform collects is subject to the third-party website or platform’s privacy practices. We encourage you to review the ...
	The PERT Consortium is not responsible for the privacy statements or other content on websites outside of the PERT Consortium Services. You are responsible for reading those privacy notices on third-party websites.
	The Service Providers we use may have access to your Personal Information. These third-party vendors collect, store, use, process, and transfer information about your activity on our Services in accordance with their own privacy notices and practices.
	Analytics
	We may use Service Providers to monitor and analyze the use of our Services.
	• Google Analytics
	Google Analytics is a web analytics service offered by Google that tracks and reports website traffic. Google uses the data collected to track and monitor the use of our Services. This data is shared with other Google services. Google may use the coll...
	You can opt-out of having made your activity on the Services available to Google Analytics by installing the Google Analytics opt-out browser add-on. The add-on prevents the Google Analytics JavaScript (ga.js, analytics.js and dc.js) from sharing info...
	You may opt-out of certain Google Analytics features through your mobile device settings, such as your device advertising settings or by following the instructions provided by Google in their Privacy Policy: https://policies.google.com/privacy
	For more information on the privacy practices of Google, please visit the Google Privacy & Terms web page: https://policies.google.com/privacy
	Use of Your Personal Information
	We may use your Personal Information for the following purposes:
	• To provide and maintain our Services: including to monitor the usage of our Services and generally operate our business.
	• To manage your Account: to manage your registration as a user of the Services. The Personal Information you provide can give you access to different functionalities of the Services that are available to you as a registered user.
	• For the performance of a contract: the development, compliance and undertaking of the purchase contract for the products, items or services you have purchased or of any other contract with us through the Services.
	• To contact you: for example, by email, telephone calls, SMS, or other equivalent forms of electronic communication, such as a mobile application's push notifications regarding updates or informative communications related to the functionalities, pro...
	• To provide you with information: such as news, special offers, surveys, and general information about other goods, services, and events which we offer that are similar to those that you have already purchased or inquired about unless you have opted ...
	• To manage your requests: to respond to and manage your requests to us, including providing you with requested information and other communications by email, text, or chats, including customer support services.
	• To comply with our Terms & Conditions: access these here.
	• To assess your application for employment: for our internal hiring processes.
	• For business transfers: we may use your information to evaluate or conduct a merger, divestiture, restructuring, reorganization, dissolution, or other sale or transfer of some or all of our assets, whether as a going concern or as part of bankruptcy...
	• For other purposes: we may use your Personal Information for other purposes, such as data analysis, identifying usage trends, determining the effectiveness of our promotional campaigns, and to evaluate and improve our Services, products, services, m...
	Sharing of Your Personal Information
	The PERT Consortium does not sell or share your Personal Information to third parties for monetary or other valuable consideration as defined under the California Consumer Privacy Act.   However, we may share your Personal Information as set forth in ...
	• With Third-Party Service Providers. We may share your Personal Information with Service Providers, such as to monitor and analyze the use of our Services, for payment processing, and to contact you.
	• For Business Transfers. We may share or transfer your Personal Information in connection with, or during negotiations of, any merger, sale of our assets, financing, or acquisition of all or a portion of our business to another company.
	• With Affiliates. We may share your Personal Information with our affiliates, in which case we will require those affiliates to honor this Privacy Notice. Affiliates include our parent company and any other subsidiaries, joint venture partners, or ot...
	• With Business Partners. We may share your Personal Information with our business partners to offer you certain products, services, or promotions.
	• With Other Users. When you share Personal Information or otherwise interact in the public areas with other users, such information may be viewed by all users and may be publicly distributed outside.
	• To Comply With a Legal Obligation.
	• Lawful Purpose. For other purposes permitted by law.
	• With Your Consent. We may disclose your Personal Information for any other purpose with your consent.
	Links to Third-Party Websites
	Payments
	We may provide paid products and/or services within our Services. In that case, we may use third-party services for payment processing (e.g., payment processors). We will not store or collect your payment card details. That information is provided dir...
	• Apple Store In-App Payments
	Their Privacy Policy can be viewed at https://www.apple.com/legal/privacy/en-ww/
	• Google Play In-App Payments
	Their Privacy Policy can be viewed at https://www.google.com/policies/privacy/
	• WePay
	Their Privacy Policy can be viewed at https://go.wepay.com/privacy-policy
	• PayPal
	Their Privacy Policy can be viewed at https://www.paypal.com/webapps/mpp/ua/privacy-full
	Retention of Your Personal Information
	We will retain Your Personal Information only for as long as is necessary for the purposes set out in this Privacy Notice. We will retain and use your Personal Information to the extent necessary to comply with our legal obligations (for example, if w...
	We will also retain Usage Data for internal analysis purposes. Usage Data is generally retained for a shorter period of time, except when this data is used to strengthen the security or to improve the functionality of our Services, or we are legally o...
	Transfer of Your Personal Information
	Your Personal Information is processed at the PERT Consortium’s operating offices and in any other places where the parties involved in the processing are located.  Your Personal Information may be transferred to — and maintained on — computers locate...
	If your Personal Information is transferred outside of the US, we will take steps reasonably necessary to try to ensure that your data is treated securely and in accordance  with this Privacy Notice. Your Personal Information will not be transferred t...
	Security of Your Personal Information
	It is your responsibility to maintain the confidentiality of your log-in credentials and unique identifiers used to access the Services. You are responsible for ensuring the accuracy of the Personal Information you submit to the PERT Consortium. Submi...
	If you believe that your Personal Information has been accessed or acquired by an unauthorized person, promptly Contact Us so necessary measures can quickly be taken.
	Privacy Information for Individuals in the European Union (“EU”), the United Kingdom (“UK”), and Certain US States
	Legal Basis for Processing Personal Information under the GDPR
	We may process Personal Information under the following conditions:
	• Consent: You have given your consent for processing Personal Information for one  or more specific purposes.
	• Performance of a contract: Provision of Personal Information is necessary for the performance of an agreement with you and/or for any pre-contractual obligations thereof.
	• Legal obligations: Processing Personal Information is necessary for compliance with a legal obligation to which the PERT Consortium is subject.
	• Vital interests: Processing Personal Information is necessary in order to protect your vital interests or of another natural person.
	• Public interests: Processing Personal Information is related to a task that is carried out in the public interest or in the exercise of official authority vested in the PERT Consortium.
	• Legitimate interests: Processing Personal Information is necessary for the purposes of the legitimate interests pursued by the PERT Consortium.
	Your Rights under the GDPR and Certain US States
	If you reside in a US state that has a data protection law in effect, or if you live in the EU or the UK, you have the following rights:
	• Request access to your Personal Information. The right to access and receive a copy of the Personal Information we hold about you.
	• Request correction of the Personal Information that we hold about you. You have the right to have any incomplete or inaccurate information we hold about you corrected.
	• Object to processing of your Personal Information. This right exists where we are relying on a legitimate interest as the legal basis for your processing and there is something about your particular situation, which makes you want to object to our p...
	• Request erasure of your Personal Information. You have the right to ask us to delete or remove Personal Information when there is no valid basis for us to continue processing it.
	• Request the transfer of your Personal Information. We will provide to you, or to a third-party you have chosen, your Personal Information in a structured, commonly used, machine-readable format.
	• Withdraw your consent. You have the right to withdraw your consent on using your Personal Information. If you withdraw your consent, we may not be able to provide you with access to certain specific functionalities of the Services.
	Exercising Your Data Protection Rights
	You may exercise your rights of access, rectification, cancellation, and opposition by Contacting Us. Please note that we may ask you to verify your identity before responding to such requests.
	If you are an EU or UK resident, you have the right to lodge a complaint to a Data Protection Supervisory Authority about our collection and use of your Personal Information.
	As required under applicable law, please note that we will take steps to verify your identity before granting you access to information or acting on your request to exercise your rights. We may require you to provide your email address to verify your ...
	Designated Agent. You may designate an agent to make a request on your behalf. That agent must have access to your account in order for us to verify the request. You may make such a designation by providing the agent with written permission to act on ...
	Please note that we reserve the right to not delete your Personal Information if it is necessary to:
	• complete the transaction for which the Personal Information was collected;
	• provide Services requested by you, or reasonably anticipated within the context of our ongoing business relationship with you, or otherwise perform a contract between you and us;
	• detect security incidents, protect against malicious, deceptive activity, and take all necessary and appropriate steps to mitigate current and future risk;
	• debug and repair internal information technology as necessary;
	• undertake internal research for technological development and demonstration;
	• exercise free speech, ensure the right of another consumer to exercise his or her right of free speech, or exercise another right provided for by law;
	• engage in public or peer-reviewed scientific, historical, or statistical research in the public interest that adheres to all other applicable ethics and privacy laws, when our deletion of the information is likely to render impossible or seriously i...
	• enable solely internal uses that are reasonably aligned with your expectations based on your relationship with us;
	• comply with an existing legal obligation; or
	• otherwise use your Personal Information, internally, in a lawful manner that is compatible with the context in which you provided it.
	"Do Not Track" Policy as Required by California Online Privacy Protection Act (“CalOPPA”)
	Our Services do not respond to Do Not Track (“DNT”) signals.
	However, some third party websites do keep track of your browsing activities. If you are visiting such websites, you can set your preferences in your web browser to inform websites that you do not want to be tracked. You can enable or disable DNT by v...
	Children's Privacy
	Our Services are not intended for anyone under the age of sixteen (16). We do not knowingly collect Personal Information from anyone under the age of sixteen (16). If you are a parent or guardian and you are aware that your child under age sixteen (16...
	Links to Other Websites
	Our Services may contain links to other websites that are not operated by us. If you click on a third party link, you will be directed to that third party's site. We strongly advise you to review the privacy practices of every site you visit.
	We have no control over and assume no responsibility for the content, privacy policies, or practices of any third party sites or services.
	Changes to this Privacy Notice
	We may update this Privacy Notice from time to time.  When the Notice is updated, we will revise the date at the end of this page.
	You are advised to review this Privacy Notice periodically for any changes, which are effective when posted.
	Contact Us
	If you have any questions about this Privacy Notice, please Contact Us:
	By email:  admin@pertconsortium.org
	By mail:  151 Amherst Street
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	Phone:  617-872-7338
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